._*I‘ 1 ."'_-”.-.

What can law enforcement do w
panies do not want to cooperat
our solution inside.

¢ Over 50 years in business

. L e :
. * Private, family-owned wireless tech company

* All products designed & manufantureﬁ in USA

_ ;ﬁ Eliltmnnrlz B k :

' 50 YEAR

3 M EUSlH Esﬂ-...r o rlEr!-c.-: tg:nﬁy
732-548-3737

sales @bvsystems.com

www.bvsystems.com



| Personal trackers such as Apple's AirTag®,
@ Samsung's Galaxy SmartTagg, Tile Tracker®
and others are being used to stalk people,
track vehicles and trace packages for illegal
purposes. This ubiquitous technology leverages bil-
lions of cellularly connected devices and Bluetooth low
energy to create a tracking network that covers most of
the planet's populated surface.

Unlike more sophisticated active GPS and
cellular-based tracking products, personal
tracker technology is more affordable, easy
to use and has a much longer battery life so
it appeals to many people including crimi-
nals. Criminals benefit further through use
of these proprietary networks which are also
encrypted making it difficult for law enforcement to
lawfully intercept, arrest and prosecute crimes used in
conjunction with personal trackers.

©

Personal trackers are primarily designed to

help locate items such as lost car keys or

‘ wallets but trackers such as Apple's AirTag
have been receiving negative press and

headlines involving stolen vehicles, stalk-

ing and tracking illegal items beyond borders and the
scope of law enforcement.

In an effort to balance utility and safety for their
customers, Apple's AirTag algorithm creates
a delay between the time an unknown AirTag
leaves its owner's vicinity and the time an

alert is issued to someone else who might be
unknowingly tracked by that same AirTag. This delay
(from several hours up to 3 days) is unacceptable for
law enforcement professionals requiring immediate ac-
tion to deal with imminent threats.

| Was Stalked with an Apple
AirTag—Here's What | Wish I'd

Known

Low-cost personal trackers allow jealous spouses, suspicious bosses
and delusional fans to easily rack and slalk unsuspecting wctims. If can
days before the viclim even realizes they are being sialked. Law en-
forcement require a fast way to identify unknown nearby trackers.

Yorkie-Pro™ is already in use by law enforcemeé
vate investigators and government agencies
unsecured Cellular, Wi-Fi, BT and BLE threats .
est update allows any security expert concerned
location and safety to detect, identify and
sonal trackers without waiting for long-dela
notifications from Apple, Chipolo, Samsung

r .

Can AirTag Be Used To Track Mail? What
You Need To Know

When tech companies require Hime-consuming warrants or Jlt.rsr refuse
lo share encrypled tracking dala with government agents, cfi 38
can freely frack their llegal packages cordaiming drugs, guns, efcal
Government security agencies need a fast way to identify a
seize suspicious packages without having to open i

PSA: Watch out for modded ‘silent’ AifTags
that make it harder to stop stalkers
Modified AirTags are fetching a premium
on Etsy and Ebay. These trackers do not
\_/ harder for iOS users to know are be-
ing tracked. Android users
an app and launch it in order [0

emit an audible chime making it even
being tracked leaving them even more vi
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AirTag Detected Hear You

"

Car Thieves Are Using AirTags to
Vehicles

GPS trackers are being replaced by cheaper, smaller and fongé
ing personal BLE trackers. Unlike active GPS frackers which emil cé
lular signals when moving. there is no surefire way for border patrol
and security agents to detect personal BLE trackers...until now.
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